
Do you use Multi-Factor Authentication (MFA) to secure ALL
critical environments?

Do you use an Endpoint Detection and Response (EDR) tool that
includes centralized monitoring and logging of all endpoint
activity across your network?

Do you use a Security Information Management System (SIEM) for
log analytics on critical infrastructure?

Do you use a Security Operations Center (SOC) to monitor your
network 24/7/365 ? 

Do you use a Vulnerability Management tool?

Do your employees complete regular Social Engineering
Training and Phishing Threat Simulations?

Do you have and maintain Incident Response and Disaster
Recovery Plans?

Do you have Dedicated Network Security Personnel on your IT
team? 

Get from ‘No’ to ‘Yes’ on Your Insurance Application. 
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Forward Edge can help your district create and implement a cyber
renewal strategy to qualify for Cyber Liability Insurance. 

Be Prepared. 
Ensure Your District Qualifies for
Cyber Liability Insurance. 

Visit bit.ly/fecyber or scan the QR code to
schedule a meeting with our experts. 


